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1. Overview

This guide includes important hardware/software requirements, installation & upgrade
procedures, and troubleshooting tips for using SSD7101A-1, SSD7120 and SSD7204 NVMe
RAID controllers, the RocketStor 6661A-NVMe Thunderbolt™ 3 NVMe RAID solution, and
SSD6540/6540M RAID enclosures with a macOS operating system.

Prerequisites
This section describes the base hardware and software requirements for SSD7000 series NVMe
RAID controllers & enclosures.

Installing the Device Driver
This section covers driver installation, driver upgrade and driver uninstallation procedures for
SSD7000 series NVMe RAID controllers & enclosures in a macOS environment.

Installing the RAID Management Software
This section covers installation of the WebGUI management software, including upgrading and
uninstalling in a macOS environment.

Troubleshooting

Please consult this section if you encounter any difficulties installing or using SSD7000 series
NVMe RAID controllers or enclosures. It includes descriptions and solutions for commonly
reported technical issues.

Appendix
This section describes how to collect trouble shooting information for support cases you have
submitted via our Online Support Portal.



1. Prerequisites

1)

2)

3)
4)

5)

Make sure at least one NVMe SSD’s has been installed into the HighPoint NVVMe controller
or enclosure. The driver will not install properly unless NVMe SSD’s are detected by the
hardware environment.

The SSD7101A-1/SSD7120/SSD6540/SSD6540M NVMe device must installed into a PCle
3.0 slot with x16 dedicated lanes. The SSD7204 can be installed into a PCle 3.0 x8 or x16
slot.

If you are using the RocketStor 6661A-NVMe or a SSD7000 NVMe RAID controller via the
RocketStor 6661A adapter, the RocketStor unit must be plugged into a Thunderbolt™ 3 port.

Operating System Support: macOS 10.13 or later

Before installing the driver and RAID Management software, you should log into the system as a
System Administrator.

Identify the system as either T2 or Non-T2 based — if the system has a T2 chip, make sure to
follow section 3 before attempting to install any software for the HighPoint NVMe device.



2. Apple T2 security Chip-Disable Secure boot

Secure Boot must be disabled on the following products:

Learn more About the Apple T2 Security Chip: https://support.apple.com/en-us/HT208862
e iMac Pro

Mac Pro introduced in 2019

Mac mini introduced in 2018

MacBook Air introduced in 2018 or later

MacBook Pro introduced in 2018 or later

You can also use System Information to learn whether your Mac has this chip:

1. Press and hold the Option key while choosing Apple (') menu > System Information.

2. Inthe sidebar, select either Controller or iBridge, depending on the version of macOS in
use.

3. If you see "Apple T2 chip" on the right, your Mac has the Apple T2 Security Chip.

@ [ ] MacBook Pro
¥ Hardware Controller Information:
ATA
Audio Model Name: Apple T2 chip
Firmware Version: 15P6613
Bluetooth Boot UUID: A2CE8882-3D97-40F5-A382-2CIAEBIEQ50D

Camera

Card Reader
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel
FireWire
Graphics/Displays
Hardware RAID
Memory
NVMExpress
PCI

Parallel SCSI
Power

Printers

SAS
SATA/SATA Express
SPI

Storage
Thunderbolt
usB

= John's MacBook Pro > Hardware > Controller

Disabling Secure Boot

1) Restart the computer and then press the Command + R keys simultaneously. Keep
holding the keys down until the Apple Logo appears.

2) When the menu bar says: “macOS Utilities”, you have booted into Recovery mode.
Launch the Startup Security Utility application by selecting it from the Utilities
menu.

[F"®  macos Utilities  File  Edit ISR Window

G Startup Security Utility

S Network Utility
- Terminal



https://support.apple.com/en-us/HT208862
https://support.apple.com/kb/HT203001

3) A dialog box will appear, telling you that you will need to authenticate as an
Administrator to make changes, click the Enter macOS Password... button.

4) When the Startup Security Utility window appears, select No Security under the
Secure Boot options.

5) Select Restart from the Apple menu to restart your Mac, and wait for your normal
Desktop to appear.



2. Installing the Device Driver

Current drivers can be downloaded from each product’s Software Downloads webpage.

Product Download Page

SSD7101A-1 https://www.highpoint-tech.com/USA new/series-ssd7101a-1-download.htm
SSD7120 https://highpoint-tech.com/USA new/series-ssd7120-download.htm
SSD7204 https://highpoint-tech.com/USA_new/series-ssd7204-download.htm
SSD6540M https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm
SSD6540 https://highpoint-tech.com/USA_new/series-ssd6540-download.htm
RS6661A-NVMe https://highpoint-tech.com/USA new/series-rs6661a-nvme-download.htm

macOS High Sierra 10.13 Driver Installation Procedure

1) Restart the computer and then press the Command + R keys simultaneously. Keep holding
the keys down until the Apple logo appears. Click on Utilities in the upper left corner and
select Terminal.

‘@ macOS Utilities  File  Edit | Utilities | Window
; 1 'J Startup Security Utility

Ed Network Utility

Bl Terminﬂ

—

2) Open a Terminal window and enter the following command:

csrutil disable

3) Select Restart from the Apple menu to restart your Mac, and wait for your normal Desktop to
appear.

31 etatue

4) After rebooting, confirm that SIP is in the disabled state. Open terminal and type the
following command:

csrutil status
@ @ T test — -zsh — 80x24

Last login: Sat Oct 12 17:18:44 on console
testPtestsMB20161015 ~ % csrutil status
System Integrity Protection status: disabled.
test@testsMB20161015 ~ % N


https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm
https://highpoint-tech.com/USA_new/series-ssd7120-download.htm
https://highpoint-tech.com/USA_new/series-ssd7204-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540-download.htm
https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm

1) Next, start the driver installation procedure. Locate the download and double click the
package to start the installer. Click the Continue button:

L] W Install HighPoint NVMe RAID Controlier i

Welcome to the HighPoint NVMe RAID Controller Installer

You will be guided through the steps necessary to install this

# Introduction
software.

Continue

2) macOS will prompt you to install the driver. Click Install to proceed.
- W Install HighPaint NVMe RAID Controller

Standard Install on “1014.6"

Introduction This will take 438 KB of space on your computer.

Destination Select Click Install to perform a standard installation of this software
for all users of this computer. All users of this computer will

Installati
0 IS be able to use this software.

Customize Go Back Install

3) You will be prompted that a reboot is needed to install the software. Click Continue
Installation.
W Install HighPoint NVMe RAID Controller

When this software finishes installing, you
k7 must restart your computer. Are you sure
4 you want to install the software now?
Introductic

Destinatio software
Cancel Continue Installation ter will

o Installatic

4) Tf no pop-ups appear, please proceed to the next step of installation. Click Restart.

= W Install HighFoNt NVMe KAIL Lontrolier "

Theii was

Introduction
Destination Select
Installation Type
Installation

o Summary The installation was successful.

The software was installed.

Click Restart to begin installing the software.



5) If you receive a popup window prompting you for permission, click Open Security
Preferences.

Introductit System Extension Blocked

: A program tried to load new system extension(s)
Destinatio n signed by “HighPoint Technologies, Inc”. If you want

« Installatiol to enable these extensions, open Security & Privacy

System Preferences.
o Installatic

Open Security Preferences m

6) Make sure App Store and identified developers is checked, and then click Allow.

| @ < Y Security & Privacy Q

m FileVault  Firewall  Privacy

A login password has been set for this user Change Password...

Require password C  after sleep or screen saver begins
Show a message when the screen is locked
| Disable automatic login

Allow apps downloaded from:
App Store
© App Store and identified developers

System software from developer “HighPoint Technologies, Inc” was Allow
blocked from loading.

[ Click the lock to prevent further changes Advanced... ?

7) You will receive a popup window, prompting you to restart. Click OK.

Enabling this system software requires
arestart



8) Return to the driver installation window. Click Restart to restart the system.
[ J W Install HighFoint NVMe RAID Controlier (]

The installation was

P I

Introduction
Destination Select
Installation Type

Installation

e Summary

The installation was successful.

The software was installed.

Click Restart to begin installing the software.

Restart
9) After restarting the system, install HighPoint RAID management.

macOS Mojavel0.14 and macOS Catalina 10.15 Driver Installation Procedure

1) Locate the download and double click the package to start the installer. Click the Continue
button:
[ ] = Install HighPeint NVMe RAID Controller i

Welcome to the HighPoint NVMe RAID Controller Installer

You will be guided through the steps necessary to install this

@ Introduction
software.

Continue

2) macOS will prompt you to install the driver. Click Install to proceed.
- w Install HighPoint NVMe RAID Controller

Standard Install on “1014.6"

Introduction This will take 438 KB of space on your computer.

Destination Select Click Install to perform a standard installation of this software
- for all users of this computer. All users of this computer will
Installation
2 MO be able to use this software.

Customize Go Back Install

3) You will be prompted that a reboot is needed to install the software. Click Continue
Installation.
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W Install HighPoint NVMe RAID Controller

When this software finishes installing, you
4 must restart your computer. Are you sure
! you want to install the software now?
« Introducti¢

« Destinatio software
Cancel Continue Installation ter will

o Installatic

4) If no pop-ups appear, please proceed to the next step of installation. Click Restart.

» W Instail HighFONT NVMe RAIL Lontrolier i
Thei was
o Introduction
« Destination Select
« Installation Type
« Installation
o Summary The installation was successful.

The software was installed.

Click Restart to begin installing the software.

5) If you receive a popup window prompting you for permission, click Open Security
Preferences.

» Introductit System Extension Blocked

2 A program tried to load new system extension(s)
o Destinatio n signed by “HighPoint Technologies, Inc”. If you want

« Installatio to enable these extensions, open Security & Privacy
System Preferences.
® Installatic

v Open Security Preferences “
——

6) Make sure App Store and identified developers is checked, and then click Allow.

| @ < i Security & Privacy Q

m FileVault  Firewall  Privacy

A login password has been set for this user  Change Password...

Require password C  after sleep or screen saver begins
Show a message when the screen is locked
| Disable automatic login

Allow apps downloaded from:
App Store
© App Store and identified developers

System software from “HighPoint ies, Inc” was Allow
blocked from loading.

“ Click the lock to prevent further changes. Advanced... ?




7) You will receive a popup window, prompting you to restart. Click OK.

Enabling this system software requires
‘ arestart

8) Return to the driver installation window. Click Restart to restart the system.
-

W Install HighFoint NVMe RAIL Controlier [

Restart

latad £l
P Y

Thei liation was

Introduction
Destination Select
Installation Type

Installation

® Summary The installation was successful.

The software was installed.

Click Restart to begin installing the software.

9) After the system restarts, the driver’s status can be viewed under System Information; The
following screenshot shows the driver has been loaded:

12

A Extension N Versi Last Modified Loaded
Bluetooth xtension Name ersion ast Modifie oade
Camera HighPointNVMe Yes
Card Reader initioFWBridge 439.70.3 PM No
Controller Intel82574L 272 2017/8/265,12:56 PM  No
Diagnostics 1080211Family 12.0 2017/8/25, 1:03 PM No
Disc Burning 1080211Familyv2 12.0 2017/8/25, 1:01 PM Yes
Ethernet Cards 1080211NetBooter 120 2017/8/25, 1:01 PM No
Fibre Channel 1080211NetBooterV2 12.0 2017/8/25, 1:01 PM No
FireWire I0AcceleratorFamily2 378.28 2017/8/25, 1:00 PM Yes
Display:
Hardware RAID b
Memory Version: 1112
NVMExpress Last Modified: 2020/5/19, 7:07 PM
pCl Gndle 10¢ Com.highpommt-tech.kext.HighPointNVMe
Parallel SCSI Loadeck Yoo
aane Obtained from: Identified Developer
Power Kind:
Printers Architectures: x86_64
SAS 64-Bit (Intel):  Yes
Location: JLibrary/Extensions/HighPointNVMe.kext
ST NSATAExpress Kext Version: ~ 1.1.1
SPI Load Address: 18446743521855800000
Storage Loadable: Yes
T D Satisfied
UsB Signed by: Developer ID HighPoint Inc (C Developer ID Certification Authority,
Network
Firewall
Locations
Volumes
WWAN
Wi-Fi
Software
Accessibility
Applications
Components
Developer

Disabled Software
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. Updating the Device Driver

Note: Update the driver, please make sure the RAID controller is connected to the host.

Current drivers can be downloaded from each product’s Software Downloads webpage.

Product Download Page

SSD7101A-1 https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-
download.htm

SSD7120 https://highpoint-tech.com/USA new/series-ssd7120-download.htm

SSD7204 https://highpoint-tech.com/USA new/series-ssd7204-download.htm

SSD6540M https://highpoint-tech.com/USA new/series-ssd6540m-download.htm

SSD6540 https://highpoint-tech.com/USA new/series-ssd6540-download.htm

RS6661A-NVMe | https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm

Updating the Device Driver (for macOS 10.13/10.14/10.15)

1) Locate the download and double click the package to start the installer. Click the
Continue button:
L] w Install HighPoint NVMe RAID Controller i

Welcome to the HighPoint NVMe RAID Controller Installer

You will be guided through the steps necessary to install this

@ Introduction
software.

Continue

2) macOS will prompt you to install the driver. Click Install to proceed.

- Wi Install HighPoint NVMe RAID Controller

Standard Install on *1014.6"

Dty This will take 438 KB of space on your computer,
Destination Select Click Install to perform a standard installation of this software
ffior all users of this computer. All users of this computer will

o Installation Type be able to use this software,

Customize Go Back Install


https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm
https://www.highpoint-tech.com/USA_new/series-ssd7101a-1-download.htm
https://highpoint-tech.com/USA_new/series-ssd7120-download.htm
https://highpoint-tech.com/USA_new/series-ssd7204-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540m-download.htm
https://highpoint-tech.com/USA_new/series-ssd6540-download.htm
https://highpoint-tech.com/USA_new/series-rs6661a-nvme-download.htm
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3) You will be prompted that a reboot is needed to install the software. Click Continue

Installation.
W Install HighPoint NVMe RAID Controller
v When this software finishes installing, you
must restart your computer. Are you sure
J you want to install the software now?
Introductic
Destinatio software

Cancel Continue Installation ter will

o Installatic

4) TIf no pop-ups appear, please proceed to the next step of installation. Click Restart.
| J W Install HighFoint NVMe RAIL Controler ]

Thei was I

o Introduction

» Destination Select
Installation Type
Installation

@ Summacy The installation was successful.

The software was installed.

Click Restart to begin installing the software.

5) After the system restarts, the driver’s status can be viewed under System Information;
the screenshot below shows that the driver has loaded properly.

Auaio x = =
Bluetooth Extension Name Version Last Modified Loaded

Camera

Card Reader i 2017/8/25,

Controller Intel82574L 2017/8/25,12:56 PM  No
Diagnostics 1080211Family 2017/8/25,1:03PM  No
Disc Burning 1080211Familyv2 2017/8/25, 1:01 PM Yes
Ethernet Cards 1080211NetBooter 2017/8/25,1:01PM  No
Fibre Channel 1080211NetBooterV2 2017/8/25,:01PM  No
FireWire 10AcceleratorFamily2 2017/8/25,1:00PM  Yes

Display:

Hardware RAID i

Memory Version: 1112
NVMExpress Last Modified: 2020/5/19, 7:07 PM
pCl Bundle 107 com. ~tech.kext.Higl
Loaded: Yes
Parallel SCSI Obtained from: Identified Developer
Power Kind: |
Printers Architectures:  x86_64
64-Bit (Intel): ‘es
Location: /Library/Extensions/HighPointNVMe.kext
SATASATAExpress. Kext Version: {L‘L12 i i
SPI Load Address: 18446743521855800000
Storage Loadable: es
Di i Satisfied
e Signed by: Developer ID Application: HighPoint jies, Inc (D; Developer ID Certification Authority,
Network
Firewall
Locations
Volumes
WWAN
Wi-Fi
Software
Accessibility
Applications
Components
Developer

Disabled Software
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4. Uninstalling the Device Driver
Uninstalling the Device driver for macOS 10.13 and 10.14

To uninstall the NVMe driver, you will need to open a Terminal window and enter the following
command:
sudo rm -rf /Library/Extensions/HighPointNVMe.kext

® 0 7 test — -zsh — 80x24

Last login: Fri Dec 20 19:34:31 on ttys@e4

test@PtestsMBO1610152 ~ % sudo rm -rf /Library/Extensions/HighPointNVMe.kext

Password:
test@testsMB01610152 ~ % [

Uninstalling the Device Driver for macOS 10.15

To uninstall the NVMe driver, you will need to open a Terminal window and enter the following
command:

sudo rm -rf /Library/Extensions/HighPointNVMe.kext

sudo kextcache —i /

test@PtestsMBO1610152 ~|% sudo rm -rf /Library/Extensions/HighPointNVMe.kext]
Password:
test@testsMB01610152 ~[% sudo kextcache -1 / |

kextcache -i /
kextcache —-arch x86_64 -local-root -all-loaded -kernel /System/Library/Kernels/k

ernel -prelinked-kernel /Library/Apple/System/Library/PrelinkedKernels/prelinked
kernel -volume-root / /Library/Extensions /Applelnternal/Library/Extensions /Lib
rary/Apple/System/Library/Extensions /System/Library/Extensions

KernelCache ID: 91AFAAB6216EDD61055A39A8E77A483C

test@testsMBO1610152 ~ %
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5. Installing the RAID Management Software (WebGUI)

Installing the WebGUI for macOS 10.13/10.14/10.15

1) Double click the package named HighPointWebGUI.pkg to start the installer. When the
window appears, click the Continue button.

® w Install HighPoint Web RAID Controller Management
Welcome to the HighPoint Web RAID Controller Management Installer

Introduction You will be guided through the steps necessary to install this
software.

Destination Select

Insta

on Type

Insta on

Summary

Continue

2) You will be promoted to click the Install button. Click Install to continue.
e w Install HighPoint Web RAID Gontroller Management

Standard Install on “1010"

I aaaenon This will take 2.7 MB of space on your computer.

Destination Select Click Install to perform a standard installation of this software

for all users of this computer. All users of this computer will be

Installation Type able to use this software.

Installation

Summan

Go Back Install



3) You will then be promoted to enter the Administrator Username and Password. Once
these have been entered, click Install Software to continue.

L ] w Install HighPoint Web RAID Controller Management

Standard Install on “1010”

Introduction
Destination S ~ Installer is trying to install new software. Type re

N . your password to allow this.
Installation T i ‘

Installation

[ ]
o
@

Username:
Summary

Password:

Cancel Install Software

—

Go Back

4) The WebGUI Management software has been installed. Click Close to complete the
procedure.

o ‘& Install HighPoint Web RAID Controller Management
The ir ion was P 1 ally.
@ Introduction
© Destination Select
@ Installation Type
© Installation
o Summary The installation was successful.

The software was installed.



6. Updating the WEBGUI for macOS 10.13/10/14/10.15

1) First, uninstall the current WebGUI. Please refer to item 7 below (Uninstalling the
WebGUI).

2) After uninstalling the WebGUI, reboot macOS.

3) Once the system has rebooted, download the latest version of the WebGUI from the
appropriate Software Downloads webpage.

4) Locate the download and double click the package named HighPointWebGUI.pkg to
start the installer. Please refer to Installing the WebGUI for macOS 10.13/1014/10/15 for
more information.

7. Uninstalling the WebGUI for macOS 10.13/10.14/10.15

To uninstall the WebGUI, access Applications, click on HPTWEBGUI, select uninstall, and
double-click the uninstall-WEBGUI.command. The uninstall command will automatically
open a terminal and uninstall the software:

& L ] uninstall
< 8 = =1 B K 54 K am Q
@ AJA System Test Lite.app & HighPoint RA..ement webloc = uninstall-WebGUI.command
@ App Store.app Hptsvr »
Desktop ATTO ConfigTool »
ATTO Disk Benchmark.app
[ Documents §> s
# Automator.app
° Downloads @ AutoSwitchinput.app
m tast © Blackmagic D...eed Test.app
B Blackmagic RAW »
Locations ) Books.app
Macintosh HD j_\ Calculator.app
*7\ Calendar.app
(2 OSXRESERVED (® Carbon Copy Cloner.app
(& sooTcamp 3- Chess.app
== B Contacts.app
10136 I DaVinci Resolve ,
@ 10154 - Data B Dictionary.app

L% FaceTime.app

= mockaR © Find My.app
@ Network & Font Book.app
@ Foxmail.app
Tags {J Home.app
© Red
Orange 8 INDanietrEuninear ann
[ ] @ 7 test — uninstall-WebGUI.command — 94x30

Last login: Thu Jul 2 13:34:32 on ttyseee
/Applications/HPTWEBGUI/uninstall/uninstall-WebGUI.command ; exit;
test@tests—Pro2819 ~ % /Applications/HPTWEBGUI/uninstall/uninstall-WebGUI.command ; exit;

This script will attempt to uninstall HighPoint Web RAID Controller Manage Service

Note: You must be logged on as an administrator to uninstall the software.
The script will prompt you for an administrator password.

If prompted for a password please enter your administrator password.

The following service files will be deleted
/Applications/HPTWEBGUI
/Library/Receipts/wwwfiles.pkg
/Library/Receipts/webservice.pkg
/Library/LaunchDaemons/HPTWebGUIDaemon.plist
/usr/share/hpt
/usr/bin/hptdaemonctl
/Library/LaunchDaemons/HPTWebGUIDaemon.plist: Operation now in progress
| Process has completed.

| [Process completed]]



Auaio

Extension Name

~ Version

Last Modified

Bluetooth
Camera
Card Reader £l 439.70.3
Controller Intel82574L 272 No
Diagnostics 1080211Family 12,0 2017/8/25, No
Disc Burning 1080211Familyv2 120 2017/8/25, Yes
Ethernet Cards 1080211NetBooter 120 2017/8/25, No
Fibre Channel 1080211NetBooterV2 12.0 2017/8/25, 1:1 No
FireWire I0AcceleratorFamily2 378.28 2017/8/25, Yes
ics/Display:
Hardware RAID b
Memory Versior 1
NVMExpress Last Modified: 2020/5/19, 7:07 PM
pcl Gndle Com.highpo "Kext.HighPointNVMe
parallel SCSI Loaded: Yes
aralle | Obtained from: Identified Developer
Power Kind:
Printers Architectures:  x86_64
64-Bit (Intel):  Yes
Location: [Library/Extensions/HighPointNVMe.kext
SATA/SATA Express Kext Version: 111
SPI Load Address: 18446743521855800000
Storage Loadable: Yes
Thunderbolt Dependencies: Satisfied
Signed by: Developer ID HighPoint Inc (D: Developer ID Certification Authority, :
Network
Firewall
Locations
Volumes
WWAN
Wi-Fi
Software
Accessibility
Applications
Components
Developer
Disabled Software
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8. Trouble shooting
Unable to connect to the WebGUI

After the driver and management software are installed, the management software displays a
"Connection Failure" warning when attempting to start the interface:

FigbPoint

Global View Physical Logical Setting Event SHI Logout Help

Connection Failure

The connection between WebGUI and RocketRAID HBA has been
interruptted, WebGUI will try to reconnect RocketRAID HBA in 2 second(s).
L

Connect now

HighPoint RAID Management 2.12.3
Copyright () 1996-2020 HighPoint Technologies, Inc. All Rights Reserved

This error can be triggered by one of the following issues:

The HighPoint NVMe hardware is not recognized by macOS

The HighPoint NVVMe device driver is not installed or is not loading properly
WEBGUI service is not running.

The system’s SIP status is incorrect.

If you are using a T2 system; Secure Boot may not be disabled

1. Verifying the HighPoint NVMe hardware

Please refer to the Appendix — Verifying Product Installation (page 23) to make sure
the HighPoint NVMe device is properly recognized by macOS.

Note: If you are using the RocketStor 6661A-NVMe:

1. If you are using the RocketStor 6661A-NVMe (RS6661A-NVMe), or another
SSD7000 series controller via our RocketStor 6661A adapter and a Thunderbolt™ 3
connection, refer to the first screenshot displayed under - Appendix — Verifying
Product Installation. If the RS6661A entry is present, proceed to screenshot #2.

2. If the RocketStor 6661A entry is not displayed, this may be related to a connection
problem — move the RS6661A to another Thunderbolt™ 3 port or replace the cable
and recheck the entry.

2. Make sure the HighPoint NVMe Driver is loaded

Please refer to the Appendix - Checking the Driver status and Version (page 24) to
make sure the HighPoint NVVMe driver is installed properly.

1. If the HighPoint NVMe driver is not loading, proceed to step 3 — Check the SIP
status.

2. If the driver is loading properly, but the WebGUI is still unable to start, please try to
restart the WEBGUI service. Please refer to Appendix - WEBGUI service restart
(Page 24) make settings.
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If WEBGUI is still not connected, please contact our Support Department to open a
support ticket. Please make sure to include any screenshots and system information
you are able to collect (see the Appendix for more information).

3. Check the SIP status
1. Please refer to the Appendix - Checking the SIP Status (page 24).
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https://www.highpoint-tech.com/websupport/main.php
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2. If the settings are not correct for your system, please refer to the driver installation
manual for each system to reset the SIP status.

4. For T2 Systems: Make sure Secure Boot is disabled

1. Please refer to the Appendix - Systems with T2 chipsets — Secure Boot status (page
24). If the setting is incorrect, you will need to reboot the system to change the
setting.

If you encounter any problems while checking items 1-4, please refer to the Appendix to
collect information about your system and configuration, and submit a support ticket to our
Customer Support department using our Online Support Portal: http://www.highpoint-
tech.com/websupport/

The WebGUI can't connect to a remote system

If you can't connect to a remote system, make sure raidman-httpsd is running on the target
system, and confirm that you can access the remote system via a TCP/IP connection. If you have a
firewall configured, make sure TCP port 7402 is not blocked.


http://www.highpoint-tech.com/websupport/
http://www.highpoint-tech.com/websupport/

Appendix

When submitting s support ticket via our Online Support Portal, the following information will
help our Support Department diagnose and resolve your issue as quickly and efficiently as
possible.

Verifying Product Installation
1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and select “About
this Mac”.

RocketStor 6661A-NVMe (Thunderbolt entry):

e MECBOUK FIO

¥ Hardware Thunderbolt Device Tree
ATA
Thunderbolt Bus 0
Apple Pay

v
Audio Thunderbolt Bus 1

Bluetooth RocketStor 6661A

Camera

Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel

FireWire
Graphics/Displays
Memory
NVMExpress
PCI
Parallel SCS!
Power
Printers
SAS
SATA/SATA Express
Set RocketStor 6661A:
Storage
Thunderbolt Vendor Name: HighPoint Technologies, Inc.
uss Device Name:  RocketStor 6661A
¥ itk Vendor ID: 0x43
mtpeor! Device ID: 0x6661
Firewall Device Revision: ~ 0x1
Locations uID: 0x0043053BES49EDO0
Volumes ?oule Slncg: ; ; o
irmware Version: 26.
WWAN Port (Upstream):
Wi-Fi Status: Device connected
¥ Software Link Status: x
Accessibility Speed: Up to 40 Gb/s x1
Current Link Width: o0x2
Applications Cable Firmware Version: 090
Developer Link Controller Firmware Version: 0.36.0
Disabled Software Port:
Extensions Status: No device connected
Fonts Link Status: 0x7
F X Speed: Up to 40 Gb/s x1
TRMONORS Current Link Width: ox1

2) If you are using a SSD7000 series NVMe RAID controller, check under Hardware, PCI. Reference
screenshots for each product are show below.

SSD7101A /7104 / 7204 / 7120 /6540 /6540M, or RS661A-NVMe:

Card Type Driver Installed Slot |
Apple Pay pcild4d,aso4 NVM Express Controller  Yes Thunderbolt@71,0,0 |
Audio pcil44d,a804 NVM Express Controller  Yes Thunderbolt@72,0,0
Bhosioath pcildad,a804 NVM Express Controller  Yes Thunderbolt @69,0,0

pcil44d,a804 NVM Express Controller ~ Yes Thunderbolt@70,0,0
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards
Fibre Channel Ppeil44d,a804:
FitoWire. Type: NVM Express Controller
Graphics/Displays Driver Installed: Yes
Memory Tunnel Compatible:  Yes @ ) 28] locathos
Pause C i No
| I MSi: Yes
PCI Sois pcl Controller(1): NvMe [
Slot: Thunderbolt@71,0,0
Power Vendor ID: ox144d
Printers Device ID: 0xaB04
SAS Subsystem Vendor ID: 0x144d
SATA/SATA Express :‘fw":f:;'lg 0: g:;gg:, Global View Physical m Setting E
f SPI Link Width: x4
Sonige Link Speed: 8067/ racta derau T v
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SSD71083:

[ BON ] MacBook.Rra.
V. Hardware Card ~ Type Driver Installed ~ Slot
ATA
Apple Pay pci144d,a808 NVM Express Controller| Yes Thunderbolt@130,0,0
Audio pci144d,a808 NVM Express Controller| Yes Thunderbolt@131,0,0
Bluetooth pci144d,a808 NVM Express Controller| Yes Thunderbolt@138,0,0
Camera pci144d,a808 NVM Express Controller} Yes Thunderbolt@136,0,0
Card Ressler pci1103,7103 RAID Controller No Thunderbolt@137,0,0
Controller
Diagnostics
Disc Burning
Ethernet Cards B
Fibre Channel pci144d,a808:
FireWire Type: NVM Express Controller
Graphics/Displays Driver Installed: Yes
Hardware RAID Tunnel Compatible: Yes
Memory "Pnast.:.se Compatible: zes
NVMExpress Bus: P?)SI
PCI Slot: Thunderbolt@130,0,0
Parallel SCSI Vendar ID: ox144d
PU W@ 300K Pro
¥ Hardware Card Type Driver Installed  Slot
ATA
Apple Pay pci144d,a804 NVM Express Controller | Yes Thunderbolt@135,0,0
Al pci144d,a804 NVM Express Controller | Yes Thunderbolt@132,0,0
Bluetooth pci144d,a808 NVM Express Controller Yes Thunderbolt@134,0,0
pci1103,7110 RAID Controller No Thunderbolt@133,0,0
Camera
Card Reader
Controller
Diagnostics
Disc Burning
Ethernet Cards o
Fibre Channel pci144d,a804:
Firewire ‘ Type: NVM Express Controller
Graphics/Displays Driver Installed: Yes
Hardware RAID Tunnel Compatible: Yes
Memory Pause Compatible: Yes
MSI: Yes
NVMExpress Bis: Pl
PCI Slot: Thunderbolt@135,0,0
Parallel SCSI Vendor ID: 0x144d
Aoianin. Aiiana
0 e MacBook Pro
¥ Hardware Card ~ Type Driver Installed  Slot
ATA
Apple Pay pcil44d,a804 NVM Express Controller Yes Thunderbolt@135,0,0
Audio pci144d,a804 NVM Express Controller| Yes Thunderbolt@132,0,0
Bluetooth pci1103,7202 RAID Controller Thunderbolt@133,0,0
Camera
Card Reader
Controller
Diagnostics

Disc Burning
Ethernet Cards
Fibre Channel
FireWire

pci1103,7202:

X . Type: RAID Controller
Graphics/Displays Driver Installed: No
Hardware RAID Tunnel Compatible: No
Memory Pause Compatible: No
MSI: No
NVMExpress Bus: pCI
PCl Slot: Thunderbolt@133,0,0
Parallel SCSI Vendor ID: 0x1103
Power Device ID: 0x7202



WE

Please take screenshots of WEBGUI each Tab (such as Physical, Logical, Event, etc.) and upload these
to your support case. In addition, check the Event log tab and save a copy of the current log — please

BGUI Screenshots

upload this to the support case.

WEBGUI service restart

If you can't connect to the WebGUI, please check if a process named raidman-httpsd is running on the
system. If it is not running, you can start it manually by opening a terminal window and running the

command: “sudo hptdaemonctl restart”.

Checking the SIP Status

Open a Terminal window and enter the following command:

csrutil status
Please take a screenshot of the output, and attach it to a support case (see example below):

@ @ 1 test — -zsh — 80x2
Last login: Sat Oct 12 16:02:36 on ttys@eod

estPtestsMB20161015 ~ % csrutil status
Eystem Integrity Protection status: enabled.

test@testsMB20161015 ~ % |

The status will vary depending on which version of macOS you are using:

MacOS Version SIP Status Driver Status
10.13.x Disable Loaded
10.14.x Enable Loaded
10.15.x Enable Loaded

Systems with T2 chipsets — Secure Boot status
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You will need reboot the system and enter Recovery Mode to check the Secure Boot status. This

setting should remain disabled.



Checking the Driver status and Version

1) Click on the Apple logo located near the upper left-hand portion of the Desktop, and select “About
this Mac”.

2) Click on Extensions, and then click on HighPoint NVMe entry — please take a screenshot and attach it
this support case (see the example below):

System Information—-> Software—> Extensions>HighPointNVMe

¥ Hardware Extension Name ~ Version Last Modified Notarized Loaded Obtained from
AYAw S FWPreferredProtocolSpeed 4891201  2019/9/27,12:50 PM  Yes No Apple
:: * GeForce 14.0.32 2019/9/26,12:33PM  Yes No Apple
Bl ':’ th HFS 5221005 2019/9/26, 11:30 AM Yes Yes Apple
s HFSEncodings 10 2019/9/26, 11:29 AM___ Yes Yes Apple
Camera (- R B A Ve Tdentled Developer——"
Card Reader ighPointlOP 441 , 6 es lentitied Developer
HighPointNVMe 2020/1/2, 4:38 PM Yes Identified Developer
Controller
: z o aea oo
Disgnostics initioF Weridge 4891201  2019/9/27,12:49PM  Yes No Apple
Disc Burning
Ethernet Cards
Fibre Channel HighPointNVMe:
FroWire Version: 1110
Displays Last Modifi 2020/1/2, 4:38 PM
Memory Bundle ID: ‘com. hiy int-tech.kext.Higl
NVMExpress Notarized: Yes
pel Loaded: Yes
Obtained from: Identified Developer
Parallel SCS| Kind: Intel
Power Architectures: x86_64
Printers 64-8it (Intel):  Yes . »
SAS Location: [Uibrary/Extensions/HighPointNVMe kext
Kext Version:  1.1.
SATA/SATA Express Load Address: 18446743521862550000
SPI Loadable: Yes
Storage Dependencies: Satisfied
Thunderbolt Signed by: D [} i ig Inc (C ). D 1D Certification Authority, Apple Root
CA
usse
¥ Network
Firewall
Locations
Volumes
WWAN
Wi-Fi
¥ Software
Accessibility
Applications
Developer
Disabled Software
Extensions

How to Collect System Logs

1) Please attach a copy of the /var/log folder to your support ticket.
To locate the /var/log Folder: 1. Go to Applications — Utilities — Console:

oce » Utilities
< m (oo |y & 0 G
Favoritos P
'ﬁz A‘mp . Q M /
-
& Recents 0

Activity Monitor AirPart Utility Audio MIDI Setup Bluetooth File

Exchange

e 0. |Hl )| & B

© Downioads ColorSync Utiity Sonsole Digital Color Disk Utility
Davices Meter
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2) On the left side of the Console application, right-click on the /var/log folder and select Reveal in

Finder:
e
-] 44] ¢
Now  Activitles Clear  Reload
M Errom and Faults
Devices CDIS cuntom
(£10.13.4's IMac e
i dalty.out
Reports displaypolicyd. stdout.log
[ Mac Analytics... :”"—"""“l
s_convert.log
7 system Reports installog
) User Reports monthly.out
wystom.log
D system.log :

system log.0.gz

Y i ~fLibrary/Logs I systom.log.1.gz

I gystem.log 6.9z
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Console

& h | Q
Info Share

LANGUAGE=on



3) You should then be automatically directed to the log folder in the var directory. Please remember when
sending the folder to zip file, you should first direct it to a separate location (such as the desktop).

4)

5)

27

L I var

Favorites agentx at audit packups
) AirDrop
&l recents
27 iCloud Drive J -y —-
A Applications

7] Desktop

empty folders install jabberd

[ Documents

© Downloads

Denvices
ma mad msgs

) Remote Disc

In addition to /var/log Folder detailed above, please attach a copy of the errlog.txt file:
a. Open terminal and type the following, then press Enter:
log show |grep kernel > hptsyslog.txt

o0 e i test — errlog.command — 69x17

Last login: Tue Dec 11 BB:67:4B on ttys@@A
fUsers/test/Desktop/errlog.command ; exit;

tests-iMac2017:~ testd fUsers/test/Desktop/hptsyslog.command ; exit

HighPoint Collect system log for Mac v1.0.8
Make sure you want to collect system log, press enter to continue.

Collecting system log..
LT uT

hptsyslog.tgz created, you can find it under1fu;ersfte5tl

Saving session...

c..copying shared history...

.. .8aving histeory...truncating history files...
coscompleted,

[Process completed]l

Please attach the hptsyslog.txt to your support ticket.

@
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